PRAXIS-LEITFADEN:  \ ?2u er,

In 3 Schritten zu lhrem
DSGVO-Quick-Check

Ein strukturierter Leitfaden fir Unternehmen, die Klarheit statt
Unsicherheit wollen.

Version: Dezember 2025
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ZERTIFIZIERTER DATENSCHUTZ

Herzlich Willkommen!

Es freut mich, dass Sie sich fur meinen
Praxis-Leitfaden “In 3 Schritten zu lhrem
DSGVO-Quick-Check” interessieren.

Datenschutz ist kein reines Dokumententhema.
Er zeigt, wie Verantwortung wahrgenommen,
Prozesse gefuhrt und Risiken gesteuert werden.

Dieser Leitfaden bietet Ihnen eine strukturierte
Standortbestimmung - klar, verstandlich und
praxisnah.

Mit diesem 3-Schritte-Modell erhalten Sie eine
klare Standortbestimmung fur Ihr Unternehmen,
ohne operative Uberforderung mit tberfillten
und unverstandlichen Fachchinesisch.

Ich winsche Ihnen viel Erfolg bei der Umsetzung

und stehe Ihnen fur Fragen gerne zur Verflgung.

Alexander Kroes

externer zertifizierter Datenschutzbeauftragter

Datenschutz Kroes - DSGVO Losungen mit Struktur,
Klarheit und unternehmerischem Blick.

Dieser Leitfaden dient der Orientierung und ersetzt keine individuelle
rechtliche Beratung.

In meiner Tatigkeit als
externer
Datenschutzbeauftragter
und Unternehmensberater
erlebe ich oftmals das selbe
Bild bei meinen Kunden:

Datenschutz wird in vielen
Unternehmen als zumeist
|astige Pflichtaufgabe
verstanden, die ,irgendwie”
und von “irgendwem”
erledigt werden muss.

Was dabei haufig fehlt, ist
eine klare Struktur und
damit die Sicherheit, wirklich
das Richtige zu tun.

Genau hier setzt dieser Praxis-
Leitfaden an.

Er zeigt in drei klaren
Schritten, wie Unternehmen
ihren Datenschutzstatus
realistisch einschatzen,
Risiken erkennen

und gezielt handlungsfahig
werden.
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Im ersten Schritt priifen wir nicht, ob etwas existiert, sondern ob bereits in lhrem
Unternehmen installierte Datenschutz - MaBnahmen konkrete Wirkungen zeigen.

C§>§> Fokus >)

o Aktueller Reifegrad Ihres Datenschutzmmanagements

e Rolle von FUihrung, Organisation und Zustandigkeiten

e Abgleich zwischen Anspruch und gelebter Praxis

<}>§> Analyse >)

e Gibt es klare Verantwortlichkeiten oder nur formale Benennungen?

e Sind Datenschutzprozesse im Alltag verankert oder nur dokumentiert?

e Wie werden Risiken erkannt, bewertet und priorisiert?

Warum dieses Ergebnis entscheidend fiir Schritt 2 ist:

Eine ehrliche und transparente Einschatzung |hrer IST-Datenschutz-Situation in lhrem
Unternehmen. Ohne ein klares Bild des Ist-Zustandes werden Risiken Ubersehen oder falsch

eingeschatzt. Nur wenn man weil3, welche Prozesse und Verantwortlichkeiten existieren und
wo gegebenfalls Lucken sind, kann man priorisieren:

e Welche MalBnahmen sind dringend, welche kdnnen mittelfristig umgesetzt werden?
e Die Grundlage der IST-Analyse schafft Vertrauen und Klarheit

e FuUr interne Stakeholder, externe Prufer und fur die spatere Umsetzung von MalBnahmen ist
es entscheidend, dass man die Realitat kennt, statt Annahmen zu treffen.

info@datenschutz-kroes.at 4=, https://datenschutz-kroes.at
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Nicht jede Liicke in der Datenschutz-Umsetzung ist kritisch. Entscheidend ist, wo
rechtliche, organisatorische oder wirtschaftliche Risiken entstehen.
Nur diese Risikobereiche erfordern sofortiges Handeln und priorisierte MaBnahmen.

Zentrale wesentliche Fragen hierbei sind:

» Rechtliche, organisatorische und wirtschaftliche Risikoabschatzung fur die
Geschaftsfuhrung

e Schwachstellen mit realer AuBenwirkung (Kunden, Mitarbeitende,
Lieferanten, Behorden)

e Umgang mit realen Vorfallen, Anfragen und Kontrollsituationen von
Behorden

(§>§> Analyse >)

Informationspflichten & Transparenz gegeniber Kunden & Mitarbeitenden
Umgang mit Vorfalls-und Eskalationsprozesse
Zusammenarbeit mit Dienstleistern & Auftragsverarbeitern

Schulungen & Sensibilisierung

Warum dieses Ergebnis entscheidend fur Schritt 3 ist:

Schritt 3 fokussiert darauf, aus den erkannten Risiken eine klare Risikostruktur mit Prioritaten
zu entwickeln statt einer unubersichtlichen endlosen To-do-Liste. Jede Malinahme wird nach
Rechtsrisiko, organisatorischem Risiko und wirtschaftlichem Risiko bewertet und priorisiert.
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Datenschutz muss praktikabel und umsetzbar sein. Deshalb stehen bei Schritt3
Umsetzbarkeit und VerhaltnismaRigkeit im Vordergrund. Es geht darum, gezielt
MafRnahmen zu priorisieren, die rechtliche, organisatorische und wirtschaftliche Risiken

effektiv minimieren.

@} Fokus >)

e Konkrete und realistische MalRnahmen fur das Unternehmen

e Passend zu GroRBe, Branche und Reifegrad

e keine Entwicklung von unnaétiger Burokratie

Als Ergebnis erhalten Sie:

Klare analysierte und transparente Handlungsempfehlungen
Entscheidungsvorlagen fur die Geschaftsfuhrung

Strukturen fir die weitere Zusammenarbeit (sofern gewiinscht)

info@datenschutz-kroes.at €mm, https://datenschutz-kroes.at
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IHR MEHRWERT AUF EINEN BLICK

Strukturen statt EinzelmaBnahmen

@ Klarheit statt Unsicherheit

FUhrung statt reiner Pflichterfullung

e Datenschutz wird damit vom
@ Pflichtprogrammm zum Fluhrungsinstrument.

@ PRAXIS-TIPP

Wenn Sie wissen mochten, was Ihre Datenschutz-L6ésungen tber Ihr Unternehmen
aussagen, dann beginnt alles mit einer ehrlichen Standortbestimmung.

Lassen Sie uns beginnen.
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BONUS:

Typische Fallen
und Stolpersteine
im Datenschutz

) Ja, das mochte ich wissen w

Sie werden auf eine externe Website
weitergeleitet.

SCAN ME

info@datenschutz-kroes.at https://datenschutz-kroes.at
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DSGVO Datenschutzlosungen far
Unternehmen & Organisationen

Datenschutz, Informationssicherheit, Kl und Datenstrategien sind komplex.
F¥F undwerden zwangslaufig noch komplexer werden.

Profitieren Sie von klaren Strukturen, reduziertem Aufwand und
messbaren Einsparungen. Durch unsere individuelle Beratung und

Y77 4 nachhaltige Betreuung. Ein externer Datenschutzbeauftragter ist nicht nur
gesetzliche Pflicht, sondern auch eine strategisch kluge Entscheidung - mit
echtem wirtschaftlichen Nutzen.

Mehr Mehr Zeit fur Ihr Kerngeschaft mit unseren klaren, verlasslichen und

rechtssicheren DSGVO Datenschutz-Losungen. Ihr Unternehmen in besten
FFF Hinden - gemeinsam sorgen wir fur klare, rechtssichere Losungen.

Wir begleiten Sie personlich - verstandlich, praxisnah und rechtssicher.

Sie bendtigen Hilfe bei der Umsetzung?

Vereinbaren Sie Ihr kostenfreies
Erstgesprach mit mir.

Ob Sie gerade erst starten oder bestehende Prozesse

optimieren wollen: Der erste Schritt kostet Sie nichts
aber er kann sehr viel bewirken. Ganz sicher.

Alexander Kroes
GRATIS 15MIN CALL BUCHEN externer zertifizierter Datenschutzbeauftragter
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